
FP InovoLabs, a subsidiary of Francotyp-Postalia Holding AG, is now a technology 

partner of the world’s largest cloud service provider Amazon Web Services (AWS), 

and offers the FP Secure Gateway and IoT security solutions as part of the AWS 

Partner Ecosystem. AWS is a subsidiary of Amazon and the global market leader in 

the field of public cloud services. 

The FP Secure Gateway ensures the secure transfer of sensitive data and is currently 

the only product on the AWS platform with a FIPS 140/2 certificate and a hardware 

security module. It is based on FP’s core competencies (sensor systems, actuating 

elements, connectivity and cryptography), which have been formed by decades of 

successfully developing technologically leading franking machines. While there it 

comes to the secure digital transfer of teleporto funds, i.e. money, the secure data 

transfer of similarly sensitive data, in the age of the Internet of Things (IoT) is 

becoming increasingly significant across all industries. For this data transfer, for 

example from an IoT device to a cloud, the identity, origin, integrity and completeness 

of the data must be guaranteed at all times. This is exactly what the FP Secure 

Gateway does, having successfully mastered intensive tests since January 2018 on the 

road to entering the AWS Partner Ecosystem. 

By being present in the sales channel of the world’s largest cloud service provider, FP 

Secure Gateway is now also accessible for interested parties, who are looking for 

recommended solutions with which they can securely communicate with AWS cloud 

services. 

 


